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Foreword

This is the fourth report in the series on The Future of Banking, part of the Banking
Initiative from the IESE Business School which was launched in October 2018 and is
supported by Citi.

The goal of the IESE Banking Initiative is to establish a group of first-rate researchers to
study new developments in banking and financial markets, paying particular attention to
regulation and competition policy and to the impact on business banking models and the
performance of markets. It aims to promote a rigorous and informed dialogue on current
issues in the fields of banking and financial markets amongst academics, regulators,
private sector companies and civil society.

The first report, published in 2019, assessed the regulatory reform of the banking
system after the Great Recession induced by the global financial crisis of 2008-2009,
and suggested that the next global crisis might have different origins, possibly in entities
that perform the functions of banks but are outside of the regulatory perimeter, or in an
emerging market where regulation could well be different from the reformed patterns
of the West. It concluded that the system had been made more resilient but that further
work remained to be done.

The second report addressed the changes in the business models of banks and identified
that the challenges that banks faced in the pre-Covid-19 world - mainly low interest rates
and digital disruption - will be made more severe in the post-Covid-19 world. Banks have
had to deal with an increase in non-performing loans, albeit with temporary relief from
strict regulation and with massive liquidity help from central banks. This has accelerated
restructuring in the sector.

The third report studied how climate and natural disaster risk is different from other,
more familiar forms of financial and economic risk and how banks, asset managers and
central banks are beginning to grapple with these risks. Covid-19 has made us aware of
the potentially devastating effect of natural disasters and provides a pointer to the effects
that climate change may induce. At the same time, the Covid-19 crisis provided a large-
scale natural experiment to address this question, and put natural disasters, whether
they be pandemics or climate catastrophes, on the agenda of private institutions, bank
regulators and central banks.

This fourth report deals with the impact of technology on financial markets and
institutions and identifies the challenges in three specific areas: payment systems, the
use of big data and trading in markets. Digital technology presents formidable tests for
incumbent financial intermediaries, firms, exchanges, as well as regulators. Prominent
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issues are the suitability of central bank digital currency, the trade-offs involved in the
massive use of data in terms of efficiency, privacy and market power, and the changes
induced by the electronification of financial markets. It questions how to balance the
bright and dark sides of technology to inform regulation.

The report was produced following the conference on “Technology and Finance”, which
was held online on 8 April 2022, and the presentation and discussion of preliminary
work at an online workshop on 22 November 2021. The conference programme, together
with the comments of the six discussants, are included in this report, as well as the
introductory speech by Fabio Panetta, member of the Executive Board of the ECB. The
team of authors was brought together and is led by Xavier Vives.

The Banking Initiative has benefitted from the keen support of the Dean of IESE,
Franz Heukamp, and the former Dean, Jordi Canals. CEPR and IESE are very grateful
to the authors and discussants for their efforts in preparing this report, as well as to
the conference attendees for their perceptive comments. We are also grateful to Carlota
Monner for her extremely efficient organisation of the conference as well as for providing
support for the report, and to Anil Shamdasani for his unstinting and patient work in
publishing the report.

The views expressed in the report are those exclusively of its authors and do not represent
those of CEPR, which takes no institutional positions on economic policy matters. CEPR
and IESE are delighted to provide a platform for an exchange of views on this topic.

Tessa Ogden Xavier Vives
Chief Executive Officer, CEPR Director, IESE Banking Initiative

May 2022



Executive summary

Technology has historically transformed financial markets and intermediation activities.
Recent cutting-edge technologies such as machine learning and artificial intelligence, as
well as the expansion of FinTech and Big Tech companies into finance, have accelerated
the digitalisation of financial services. While the application of new digital technologies
implies efficiency gains, it threatens to disrupt payment systems, data processing and
trading execution.

This trend of digitalisation of financial services raises several questions that must be
tackled: What are the alternative payment approaches to traditional bank deposits and
what is the role of central bank digital currency (CBDC)? What are the efficiency gains
and privacy concerns of more data processing capabilities? What are the consequences
of the increasing trade on electronic platforms and of algorithmic trading? Is policy
intervention needed? If so, what kind?

The aim of this report is to examine how digital technologies may benefit and disrupt
finance and to evaluate the policy responses to make the financial system more efficient
and stable.

The effect of technology on finance calls for the attention of both private and public
sector participants. The new payment environment is fast evolving and poses a threat
to the banking sector’s monopoly position in the provision of payment services. The
revolution underway in payments services is largely due to technological platforms
introducing digital private money-like claims. The entry of new types of providers forces
price and quantity adjustments and restructuring among the incumbents. Furthermore,
the overall industrial organisation of the market is likely to evolve due to technology-
induced changes that impact economies of scale and scope of financial services provision.
Technology has also revolutionised the collection and analysis of data, dramatically
lowering the cost of acquisition and processing information. Data has become a factor
of production, and this raises issues about its measurement and valuation. Trading is
another area where technology has had a big impact. Concerns expressed about the
impact of technology on market quality, competition and stability open the gate to
regulatory measures to address these potential market failures.

The report evaluates three relevant aspects related to the impact of technology on
finance: the disruption in payment systems and the role of digital currencies, with a
particular focus on CBDC (Chapter 2); the benefits and dangers of the massive use of data
and ways to measure its value (Chapter 3); and the implications of the electronification of
financial markets, the change of business models and the policy implications that follow
(Chapter 4).
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A first broad message from the analysis is that it is certainly possible to develop a modern,
interoperable and efficient payment system based on bank deposits. The development of
a CBDC technology should be clearly targeted to potentially solve market failures and
improve the apparently low efficiency of bank legacy payment systems.

A second broad message is that the increasing use of consumer data allows for efficiency
gains but also involves potential risks in terms of privacy, diminished competition and
increased income inequality. Data presents various challenges, including observability,
quality and value to different agents or firms, and its regulation requires the development
of several approaches to measuring and valuing it.

A third broad message is that the electronification of market securities has policy and
economic consequences that must be addressed. Concerns arise over whether there may
be excessive investment in information technology, whether increased liquidity supply
may come at the cost of fragility, and whether the possibilities of market instability are
expanded in a context where retail trading may gain ground. Furthermore, questions
have been also raised about the exercise of market power on data and connectivity by
exchange platforms.

DISRUPTION OF THE PAYMENT SYSTEM

Most central banks are exploring the development of CBDC and other FinTech approaches
to improve payment systems. A first argument for CBDC is as a response to new private
forms of digital payment, such as cryptocurrencies or stablecoins, that are innovative in
the technology they use but may pose fundamental risks in terms of financial stability.
A second argument is to achieve a more open and competitive private-sector payment
system, since current legacy bank-railed payment systems are perceived as inefficient
(especially in the United States).

The costs and benefits of introducing a CBDC are large and will remain uncertain at
least until the design and testing of a full-blown CBDC are much more developed. The
potential benefits of CBDC are centred around the efficiency of one system for managing
liquidity and payments — something that the private sector might not be able to achieve
without coordination. The development of a successful CBDC technology may lead to
positive spillovers and foster the private sector’s innovative power. Other possible benefits
are financial inclusion and the improvement of the transmission of the monetary policy.
But CBDC will not come out without risks. Operational and cyber resilience is one of the
most important aspects of CBDC architecture, as cyberattacks might jeopardise financial
stability or affect a central bank’s credibility. Additionally, the central bank might be seen
as more stable than commercial banks and become a deposit monopolist, attracting all
the deposits away from commercial banks and endangering maturity transformation.
Another important challenge for the design of a CBDC is how to protect privacy while
controlling money laundering and illegal activities.



The development of CBDC or other FinTech payment innovations may have disruptive
effects for regulated banking institutions, especially to the extent that they impair credit
provision by banks. Yet, this negative influence on credit issuance needs to be supported
by economic reasoning and empirical evidence. The case needs to be made that CBDC
would impair the current economies of scope between deposits and loans. It must be
noted that the relevant cost for credit provision is the marginal funding cost, and this is
typically dictated by wholesale/interbank markets.

Finally, the implementation of a CBDC also has an international dimension that may
disrupt domestic monetary systems. It has been argued that with the issuance of CBDCs,
any national currency will be as easy to use in cross-border payments as any other, which
may erode the dominance of the US dollar and allow for a reduction in transaction costs.
Yet, provided that CBDCs are not interoperable, forming multi-CBDC arrangements
would be required, and the dominant position of the dollar lies in strong fundamentals.

DATA MEASUREMENT AND DATA VALUATION

The application of big data coupled with machine learning (ML) and artificial
intelligence (AI) techniques has radically transformed the collection and analysis of
data, dramatically lowering the cost of acquiring and processing information.

While data is crucial for financial services provision to screen and monitor potential
clients and enforce claims in case of payment difficulties, digitalisation can imply trade-
offs. Big data allows firms to make use of a wide range of customers’ data, which improves
the capacity they have to offer personalised products. But the misuse of data can be
detrimental for consumers if firms employ better data predictions to price discriminate
or manipulate preferences to capture consumer surplus. In this regard, consumer
protection concerns come to the forefront. Regulators must establish who controls the
data (in this area, the European Union seems to be in the lead) and ensure security when
transacting on platforms. At the same time, they have to take special care to foster the
use of digital technology in a transparent way that minimises the possible behavioural
biases of consumers and investors.

Data can also inhibit competition. Firms obtain data from transactions. More data begets
more activity and still more data, and returns to scale are obtained as firms increase size.
This data feedback loop might create problems for competition since, as a firm becomes
larger, it might monopolise the market. If this happens, the efficiency gains may not be
passed on to consumers, which could be detrimental for welfare. In financial services,
the policy tension is between extending the perimeter of bank regulation to all financial
service providers and thus constraining financial innovation (and implicitly extending
a state protection umbrella to the new entrants) or keeping the new entrants out of the
regulatory perimeter completely and tilting the playing field in their favour.

w
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New data technologies could also reduce the labour share of income. The more effective
the data, the more valuable it is and the smaller the share of profits paid to labour. Firms
can also use data to replace the labour force. Thus, even though data may increase a
firm’s value, some of that is a shift of labour share to capital share of income.

For both the private and public sectors, the use and regulation of data presents the
challenge of its measurement. This is not a trivial task, and several approaches are
explored: (i) cost and revenue measurement, (ii) choice covariance, and (iii) revealed
preference. Finally, data has to be valued, and two methods are considered: (i) intangible
capital with Tobin’s g, and (ii) financial portfolio valuation with sufficient statistics.

TECHNOLOGY, DATA AND TRADING IN SECURITIES MARKETS

Developments in information technology have changed the form in which security
markets share risk and discover asset values. In particular, securities trading is
increasingly taking place on electronic platforms run by for-profit companies that, like
other FinTech firms, use algorithms to match buyers and sellers, develop innovative
pricing schemes and monetise the massive amount of data generated by trading activity
on their platforms.

The evolution of electronic trading has four consequences. First, the introduction
of new electronic trading platforms and the diversity of investors’ trading needs have
resulted in a significant increase in market fragmentation in equities markets. Second,
the automation of securities markets has increased the automation of order submission
and trading securities leading to a growth in algorithmic trading, and particularly
high-frequency trading. However, algorithmic trading and high-frequency trading
involve many different types of activities, some of which are beneficial to investors while
others lead to informational asymmetries. A third implication of the electronification of
trading in securities is the change in the business model of exchanges. The introduction
of new trading platforms in stock markets, as well as algorithmic trading, has fostered
competition for order flow, resulting in very cheap trading fees. Market data has become
a growing source of revenue for exchanges, and pricing markets’ data is a sensitive
subject. Fourth, in over-the-counter markets, electronification has resulted in a shift
away from highly decentralised, bilateral trading systems in favour of less decentralised
trading methods. It has lowered the search cost of clients and, consequently, intensified
competition among dealers. Furthermore, it has contributed to the creation of new types

of participants in interdealer markets (such as high-frequency trading businesses and
hedge funds).



Overall, electronification does not seem to have been detrimental to market liquidity.
However, it poses various new policy concerns:

Trading platforms have market power regarding data and connectivity, and
therefore regulatory scrutiny is warranted.

Given market fragmentation, investors need a consolidated real-time view of the
market (this is particularly the case in the European Union).

Latency arbitrage raises trading costs by increasing adverse selection, but policy
intervention should be wary of unintended consequences.

Dark trading can be harmful for the liquidity of lit markets and price discovery,
but policy interventions should aim to all forms of dark trading after a careful
assessment of trade-offs.

To avoid flash crashes, changes in market design - such as increased use of periodic
batch auctions - should be considered.

Given increased interconnection of markets, spillovers across markets from
a problem in one market - such as a cyberattack, operational failure or flash
crash — are a source of systemic risk. Regulators should identify systemic players
and coordinate action across exchanges (for example, coordinate their circuit-
breakers).
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More than an intellectual game:
Exploring the monetary policy and
financial stability implications of
central bank digital currencies

Fabio Panetta
Member of the Executive Board of the European Central Bank

Thank you for inviting me to this conference.

As it explores the interplay between technology and finance, I have chosen to focus my
remarks on retail central bank digital currencies (CBDCs) — in other words, the possibility
for everyone to use public money for digital payments.!

It’s hard to think of a better day to discuss the advances of research in this field. Today
would have been the 118th birthday of the great economist, Sir John Richard Hicks,?2
who once said that “much of economic theory is pursued for no better reason than its
intellectual attraction; it is a good game”.3

Sir John Hicks was in fact one of those researchers keen to understand issues that
mattered beyond their intellectual attraction. His pioneering contributions, such
as his IS-LM model or the ‘liquidity trap’ concept, have been of immense value to

macroeconomic policy.

In the same spirit, research about CBDCs is much more than just a game. Issuing CBDCs
is likely to become a necessity to preserve access to public money in an increasingly
digital economy. At the ECB, last year we launched the investigation phase of our digital
euro project. And globally, 87 countries - representing over 90% of global GDP - are
currently exploring a CBDC.4

It is therefore crucial that central banks understand the implications of CBDCs for
financial stability and monetary policy. CBDCs must do no harm. In particular, they
should not become a source of financial disruption that could impair the transmission
of monetary policy in the euro area. Research can allow us to draw on sound analysis,
informing policy trade-offs and design choices as we prepare to potentially issue CBDCs.

Today, I would like to take stock of the advances in research on CBDCs, looking at their
implications for both financial stability and monetary policy. And I will discuss areas
where we can further expand the frontiers of our knowledge on this topic.

A wholesale CBDC, by contrast, would be available to financial institutions - not the general public (see Panetta, 2021e).
8 April 1904 to 20 May 1989.

Preface to Hicks (1980, p. viii).

Source: CBDC Tracker, Atlantic Council.
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FINANCIAL STABILITY IMPLICATIONS

Let me start with the implications of CBDCs for financial stability.

Risks to financial intermediation

The question of whether - and to what extent - CBDCs pose risks to financial
intermediation is central to this debate.

A widely held view is that CBDCs could crowd out bank deposits and payment activities.
They are also seen as interfering with the way in which credit lines and deposits
complement each other in modern payment systems.® This would make funding more
unstable and costly, dent bank profitability and, ultimately, reduce lending to the

economy.
A growing body of research suggests that this view is not so clear-cut, for two reasons.

First, the risks that CBDCs pose to bank intermediation depend crucially on the choices
that central banks make.

Central banks can entrust financial intermediaries with distributing CBDCs. This
allows central banks to benefit from the experience of intermediaries - especially banks
- in areas such as onboarding of consumers and anti-money laundering checks. And it
preserves the role of financial intermediaries in providing front-end services.

Central banks can also adapt CBDC design features, which are found to be strong drivers
of the potential demand for CBDCs.® Safeguards, including tiered remuneration or
holding limits, can be effective ways of mitigating risks.”

And central banks can ease liquidity conditions, for instance by providing abundant and
favourable central bank funding if required to limit strains from possible changes in the
composition of bank funding. Research suggests that such changes are neutral in terms
of how capital is allocated in a frictionless economy.®

5  Piazzesi and Schneider (2022). As the authors emphasise in the paper, “banks that jointly offer credit lines and deposits
economize on both collateral and liquid assets. Indeed, when a customer makes a payment by drawing down a credit
line, the banking system creates a matching deposit account. The loan serves as collateral for these new deposits. At
the same time, no liquid assets are needed to handle the payment instruction: the bank creates liquidity on its books. If
instead deposits and credit lines are provided by separate banks, then more assets are needed to facilitate payments:
loans have to be funded and deposits have to be backed. Moreover, banks that provide credit lines need to hold liquid
assets to manage deposit outflows that result from customer payments to banks that provide only deposits”. The
alternative payment system is therefore similar to a negative technology shock with real effects on consumption,
investment and the allocation of labour, which, ultimately, results in lower welfare.

6 Li(2021) uses Canadian survey data to estimate how different design features - such as usefulness for budgeting,

anonymity, bundling of bank services and rate of return - would affect demand for CBDCs. Under his baseline design for

a CBDC, households' total CBDC holdings can range from 4% to 52% of their total liquid assets. Remuneration is found

to be one of the most important attributes that affects the potential demand for CBDCs.

As suggested in Bindseil (2020) and Bindseil and Panetta (2020).

8  Brunnermeier and Niepelt (2019); CPMI and Markets Committee (2018).

~



Considering illustrative take-up scenarios of a potential digital euro, ECB staff analysis
suggests that the impact on the aggregate banking sector in normal times could be
manageable overall, subject to safeguards and a high starting level of central bank
reserves and liquidity buffers. However, this effect is likely to vary across banks.?

Second, the issuance of CBDCs can also have positive implications for the financial
system.

As the demand for cash weakens, issuing CBDCs could ensure that sovereign money
continues to play its role in underpinning confidence in money and payments. By
continuing to provide the reference value for all forms of private money in the economy, a
CBDC would protect the value of money and monetary sovereignty.'°

A CBDC could also improve the allocation of capital by facilitating access to payments
and reducing transaction costs, thereby helping to unlock business opportunities."
Similarly, CBDCs could foster competition in banks’ funding markets by reducing banks’
market power and improving contractual terms for customers, with little effect on
intermediation.?

And CBDCs could support the digitalisation of the banking sector by facilitating
innovative payment opportunities and levelling the playing field for banks that are more
exposed to competition from new players like BigTech firms.

Since I discussed these issues over a year ago,® new conceptual and empirical studies
have further sharpened our understanding of these broader effects of CBDCs on the
economy.

A notable conceptual finding is that an interest-bearing CBDC can foster bank
intermediation. An increase in its remuneration would force banks to raise the interest
on their deposits, leading to higher CBDC and deposit balances. In turn, banks would
respond to the increased level of funds by increasing their lending."

9 Adalid et al. (forthcoming). Research by a group of central banks, including the ECB, also finds that the impacts of
CBDCs on bank disintermediation and lending could be manageable for the banking sector (Bank of Canada et al. 2021).
These impacts would likely be limited for many plausible levels of CBDC take-up if the system had the time and flexibility
to adjust.

10 Panetta (2021b). The point is also emphasised in, for example, Ikeda (2020).

11 Keister and Sanches (2021); Assenmacher et al. (2021).

12 Andolfatto (2020); Chiu et al. (2019).

13 Panetta (2021c).

14 Monnet et al. (2021a).
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This ‘crowd-in effect’ of bank intermediation is found to occur even in the absence of
remuneration when the role of cash declines in the economy. By offering an outside option
to depositors, a CBDC could provide a floor on deposit rates, limiting banks’ monopoly
profits in the deposit market and prompting them to increase lending.'”> An empirical
study on the US economy suggests that by enhancing competition in deposit markets, a
CBDC could raise bank lending by almost 2% and output by about 0.2%.'¢

Overall, the available research suggests that issuing CBDCs with adequate safeguards
can mitigate potential risks to bank intermediation. It may even increase intermediation
and welfare in certain circumstances.

Potential effects in times of crisis

However, the risks to financial intermediation from issuing CBDCs are potentially more
elevated when there is a sudden loss of confidence in banks.

The additional risk from CBDCs would be limited in the event of a loss of confidence in a
single bank, as bank customers can already transfer deposits to accounts at other banks,
including electronically.

Research has therefore examined the extent to which CBDCs can increase depositors’
sensitivity to systemic banking crises. One study shows that the mere presence of safe
deposits in institutions other than banks played a significant role in triggering bank runs
during the French depression of 1930-31."7

The novelty with CBDCs, however, is that they would provide access to a safe asset that
- unlike cash - could potentially be held in large volumes, in the absence of safeguards
and at no cost, accelerating ‘digital runs’. Such runs could even be self-fulfilling, leading
to savers reducing their bank deposits and thereby amplifying volatility in normal times

too."®

But as I have argued in the past,'® a number of lines of defence - such as deposit insurance,
supervision and the lender of last resort — would have to fail or be perceived as insufficient
for such risks to materialise.

15  Chiu and Rivadeneyra (2021).

16 Chiu et al. (2021). This paper develops a micro-founded general equilibrium model of payments to study the impact of
a CBDC on intermediation of private banks. If banks have market power in the deposit market, a CBDC can enhance
competition, raising the deposit rate, expanding intermediation and increasing output.

17 The safe deposits in question were balances in government-backed saving institutions (see Monnet et al., 2021b).

18  Kumhof and Noone (2018).

19  Panetta (2021c).



In the meantime, new research has emerged which shows that the increased risk of
bank runs due to CBDCs can be contained. ECB staff analysis, for example, suggests
that adequately designing and calibrating CBDC safeguards could help to counteract the
adverse effects of CBDCs on bank runs.2°

A notable finding is that a CBDC could itself be used as a tool to counter the risks of
bank runs. This is because it could provide real-time information on deposit flows,
complementing the information on liquidity available to supervisors every day. This
would enable the central bank to respond more swiftly if needed, which in turn would
help to stabilise expectations by increasing depositor confidence.?'

MONETARY POLICY IMPLICATIONS

Let me now turn to the implications of CBDCs for monetary policy. Although this topic
has been studied in much less depth so far, it is no less important. And it is by no means
straightforward, in particular because issuing a CBDC may both weaken and strengthen
the transmission of monetary policy.

Impact on the central bank's balance sheet and related frictions

At the most basic level, one question is whether CBDCs can affect the size of central
banks’ balance sheets. This is important because the size of a central bank’s balance sheet
determines its income (through seigniorage), its footprint in markets and, ultimately, the
amount of risk it has to manage.

The impact could be neutral, for instance if a CBDC partially replaces banknotes in
circulation, resulting in a swap between these two liabilities on the central bank’s balance
sheet. This would also be the case when customer deposits at commercial banks are
replaced with CBDC, if banks hold enough reserves at the central bank. The result would
be a swap between CBDC and central bank reserves, and the level of excess reserves
would decline.

But replacing deposit funding with central bank funding could exacerbate frictions that
may have a bearing on the conduct of monetary policy. For instance, greater recourse
to central bank credit could increase collateral scarcity. This could affect banks in
asymmetric ways, with a potentially greater impact on those that rely more on deposit
funding.?2 And the impact on yields could vary across the different segments of the yield

curve.

20 Adalid et al. (forthcoming) provide model simulations of bank runs under illustrative digital euro holdings and take-up
scenarios. They also show that, if the supply of CBDC is constrained and depending on the calibration of usage limits
and/or remuneration, a CBDC may in fact decrease the scale and speed of runs when compared with the scenario with
no digital euro.

21 Keister and Monnet (2020).

22 For instance, the response of stock prices to news on the digital euro is consistent with this narrative (Burlon et al.,
2022).
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These frictions probably have little significance in the current environment of excess
reserves. But in the absence of abundant liquidity, they could give rise to pressures on
short-term money market rates. To dampen such pressures, the central bank could
increase the amount of liquidity in the system, to the extent that this is consistent with
the appropriate monetary policy stance.

Factors that could weaken monetary policy transmission

If a CBDC were issued without safeguards to constrain its use, the transmission of
monetary policy could be weakened.

An unconstrained CBDC could potentially have an impact on the funding structure of
banks, with potential implications for financing conditions. Research shows that the
magnitude of these effects depends on the take-up of the CBDC, which in turn hinges
on design features such as payment convenience and remuneration. The effects also vary
between small and large banks.23

An unremunerated and unconstrained CBDC could also entrench the zero lower bound
for interest rates. I have stressed in the past that, if we were to issue a digital euro, we
would not use it as a monetary policy instrument and we would continue to issue physical
banknotes. But it is important to bear in mind that in the presence of a liquid central
bank liability with zero return and no holding constraints, no other financial asset could
yield a negative interest rate because the holders could always arbitrage it with a CBDC.

The main lesson to be drawn from these findings is that a CBDC would need to be
carefully designed.?2* We need to strike a balance so that the digital euro is not ‘too
successful’ — by limiting its use as a form of investment - but is ‘successful enough’ - by
avoiding such restrictions becoming inconvenient and by ensuring that the CBDC adds
value for those using it.2® In other words, we need to solve the ‘CBDC trilemma’ according
to which central banks’ objectives of payment efficiency, financial stability and price
stability cannot all be achieved together.25

23 Garatt et al. (2022). As the authors further stress, raising the remuneration rate of a CBDC may enhance monetary
policy pass-through, but it has adverse consequences on market composition. By contrast, increases in the CBDC's
convenience value levels the playing field between banks, but also weakens the transmission of monetary policy. A
CBDC with a sufficiently high convenience value can strengthen the transmission of monetary policy.

24 Panetta (2021c).

25 Panetta (2022).

26 Schilling et al. (2020).



A ceiling on individual CBDC holdings could go a long way towards mitigating undesired
effects on monetary policy or financial stability by preventing large deposit outflows. But a
cap on CBDC holdings, for example, would risk reducing the scale and scope of CBDC use
and, consequently, its usefulness as a means of payment. To address this issue, solutions
linking CBDC accounts to private money accounts could be implemented, allowing large
payments to be made. This would require funds in excess of users’ limits to be redirected
to or from their commercial bank accounts.?”

Another option would be to make remuneration on CBDC holdings less attractive above
a certain threshold.2® Up to that threshold, CBDC holdings would never be subject to
negative interest rates, ensuring that it is a means of payment that is as attractive as
cash. Above that threshold, however, remuneration would be set below the main policy
rate in order to reduce the attractiveness of the CBDC as a store of value relative to bank
deposits or other short-term financial assets. ECB research shows that the central bank
could steer the quantity of CBDC in circulation by setting its lending and deposit rates as
well as collateral and quantity requirements.2®

Factors that could strengthen and speed up monetary policy transmission

Conversely, a remunerated CBDC could accelerate and strengthen monetary policy
transmission, although using the digital euro as a monetary policy tool is not a
motivation for its issuance.®*® Indeed, CBDC holdings and bank deposits would depend
on both CBDC remuneration and policy rates. This would require coordination between
the CBDC remuneration rate and the interest rate for central bank reserves.3' And bank-
based transmission would be strengthened because changes in CBDC remuneration
would immediately affect the wealth of households and firms and force banks to adjust
their deposit rates more quickly to avoid large shifts in their depositor base.

Issuing a CBDC could also lead to a shift from bank borrowing to non-bank sources of
finance, with consequences through other channels. For example, a shift in bank funding
towards wholesale funding, the cost of which tends to be more sensitive to the central
bank’s policy rate, would strengthen the transmission of monetary policy through bank
funding costs.

OPEN RESEARCH QUESTIONS
Let me now turn to the open research questions.

The speed at which CBDC research has advanced is truly remarkable, considering that it
was virtually unexplored just a few years ago.

27 ECB (2020).

28 Bindseil and Panetta (2020).

29 Assenmacher et al. (2021).

30 This point was stressed in ECB (2020).
31 Jiang and Zhu (2021).
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The research I have discussed today provides academics and policymakers alike with a
valuable conceptual framework and solid evidence to guide our thinking and prepare for
the possible issuance of CBDCs.

But we all know that research is never complete, and that it is always subject to
uncertainties. Would our findings still hold true if the financial system had a different
structure? What about if we added new elements to the design of CBDCs and their
underlying system? Or if we were confronted with unforeseen dynamics in the cross-
border use of CBDCs?

Further research would help us better understand these issues. In particular, research on
the monetary policy implications of CBDCs could benefit from greater clarity on how they
interact with and affect financial market structures. For example, do these interactions
and effects vary between bank-based and capital market-based financial systems?

Another topic which would benefit from further research, given the range and subtlety
of the issues at play, is the impact of CBDCs on ‘r-star’ - the real interest rate that is
neither expansionary nor contractionary when the economy is at full employment. So
far, findings are mixed. For instance, if CBDCs increase the productivity and efficiency of
payment systems, r-star increases. But if CBDC issuance results in increased purchases
of government bonds, term premia are affected — with unclear effects on r-star.

Research on the implications of CBDCs for financial stability could also benefit from
further information about possible spillovers from the cross-border use of CBDCs. There
is a wide array of topics to be explored, ranging from capital flight to exchange rate
volatility, or even risks of ‘digital dollarisation’ or ‘euroisation’ in countries with weak
currencies and fundamentals.32

Field research is also important. Our understanding of the potential effects of CBDCs
on financial stability could benefit from observations on the ground from early CBDC
launches and pilot projects.

That being said, most topics are at the intersection of monetary policy and financial
stability. For example, further discussion of the options and approaches to calibrating
CBDCs would be useful for both topics. How do we find the right balance of risks
between too much and too little CBDC take-up? What are the implications of quantity
constraints and tiered remuneration for the acceptance of CBDCs? What are the effects
of the international use of CBDCs? For example, should safeguards be uniform for
domestic and foreign users? What are the implications of differences in sectoral usage,
such as between households and businesses? How do CBDCs interact with existing bank
regulation and crisis management tools? All these questions are not only interesting
from a research perspective, they are also important for monetary policy and financial
stability practitioners.

32 Onthese cross-border aspects, see Panetta (2021a).



The final important research topic is the implication for considerations on CBDCs of
stablecoins and cryptoassets, whose emergence alongside fiat money in the past ten years
has been sudden and had a massive effect - similar to the Cambrian explosion of 20
to 25 million years ago, when a huge variety of complex lifeforms appeared alongside a
smaller number of pre-existing organisms.®® In particular, we should be mindful that
the counterfactual to a world without CBDC is not the status quo. Rather, it could be one
that sees a diminished role of central bank money and a stronger one for stablecoins and
cryptoassets, with risks for monetary sovereignty, the lender of last resort functions of
central banks and financial stability.34

CONCLUSION
Let me conclude.

CBDC research has made important strides. In just a few years, researchers have moved
from the first definitions of CBDC, to studying its effects on the financial system and
monetary policy, and now to empirical work on its potential design features. This
research is an essential part of the analysis that will guide the decisions of policymakers.

These advances lead me to conclude that, while CBDCs have a number of potentially
far-reaching implications for the monetary and financial system as a whole, careful
design will be crucial in allowing us to maximise the benefits of CBDCs and manage
any unintended consequences. Research is already providing valuable insights for the
ongoing investigation phase of our digital euro project, where we are looking at key issues
regarding design and distribution.

With the digital euro we want to ensure that, in the digital age, Europeans can rely on a
currency that combines the efficiency of digital payments with the safety of central bank
money. By continuing to focus on the right topics and contributing to the realisation of
this vision, CBDC research is set to become more than just “a good game”, as Sir John
Hicks would have said.

33 Panetta (2021f).
34 See Panetta (2021d).
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CHAPTER 1

Introduction

Technology has disrupted payment systems, financial markets and financial
intermediation. This report addresses some important aspects of the impact of digital
technology in finance, both in markets and intermediation. General questions of interest
are: What are the benefits and costs of the application of digital technology? Is policy
intervention needed? If so, what kind?

Historically, commercial banks have been the principal providers of private payments
to the public. The redeemable convertibility of bank deposits into cash is what makes
them a recognised safe asset for settling transactions between counterparties and what
gives current bank account-based payment systems stability. New payment systems
have flourished, from cryptocurrencies to stablecoins, private networks and digital
wallets with the potential to reduce transaction costs both for domestic and cross-border
operations.®® Furthermore, during and after the Covid-19 outbreak, digital payments
surged dramatically. Regulators have welcomed the efficiency reasons behind this
development but at the same time warned about potential anarchy with references to
the Far West environment for cryptocurrencies. Central banks around the world are
considering the introduction of central bank digital currency (CBDC) in response to some
of these challenges. A major influence of information technology lies also in fostering
decentralised finance with blockchain technology that allows the use of smart contracts.

Technology has also revolutionised the collection and analysis of data, dramatically
lowering the cost of acquisition and of processing information. This has been accomplished
with big data coupled with machine learning (ML) and artificial intelligence (AI). Those
techniques represent an ‘industrial revolution’ in the use of data and have a large impact
on credit provision and competition among intermediaries, with transformed incumbents
facing new FinTech entrants. Data improvement promises large efliciency gains, but
it also poses risks for competition because of potential monopolisation tendencies and
raises privacy concerns. Big data also changes the role of prediction in financial markets
and the treatment of market data by investors. Data has become a factor of production,
and this raises issues about its measurement and valuation.

35 For example, SWIFT, which is at the center of cross-border payments, has been prompted to introduce improved digital
technologies to match the cheaper and faster processes of new entrants such as Wise.
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Trading is another area where technology has had a big impact. Indeed, securities
trading increasingly happens on electronic platforms where operators use algorithms
to match buyers and sellers. High-frequency trading figures prominently among the
concerns of market participants and policymakers. Questions arise as to whether there
may be excessive investment in information technology (IT) due to the current market
design, whether increased liquidity supply may come at the cost of fragility (flash
crashes) and whether the possibilities of market instability (or even manipulation) are
expanded in a context where retail trading may gain ground (GameStop). Questions
have also been raised about the exercise of market power on data and connectivity by
exchange platforms. The concerns expressed about the impact of technology on market
quality, competition and stability open the door to regulatory measures to address those
potential market failures.

In sum, the effect of technology in finance calls for the attention of both private and
public sector participants. Indeed, IT raises many public policy issues relating to
consumer protection, such as privacy and price discrimination, to competition policy
and to regulation at large.

In the rest of this first chapter, we summarise and complement the analysis and results
of the chapters that follow. Section 1.1 reviews the disruption in payment systems and the
role of digital currencies in general, with a particular focus on CBDC. Section 1.2 explores
the benefits and dangers of the massive use of data and ways to measure the value of data.
Section 1.3 deals with the consequences of the electronification of financial markets, the
change in business models and the policy implications that derive.

1.1 PAYMENT SYSTEM DISRUPTION

Are legacy bank-railed payment systems efficient? If not, what are their limitations and
how should governments address these shortcomings? What are the alternative payment
approaches to traditional bank deposits and what is the role of CBDC?

There are at least two reasons why new forms of digital money (whether public or private)
could be preferable to commercial bank deposits in the future. The first is that deposits
pay very low interest rates, making them an unattractive investment. The second is the
perceived inefliciency (especially in the United States) of bank account-based payment
systems. Payment systems are set up as ledger networks. Retail transactions between
clients of the same bank are recorded in the same ledger, making them quick and costless.
Interbank payments, on the other hand, involve moving funds between banks, which
usually entails fees and processing delays. The payment services environment is fast-
evolving and poses a threat to the banking sector’s monopoly position in the provision of
payment services. This rapid evolution underway is mostly due to new, technology-driven
entrants as well as the demands of new generations of customers. With technological
platforms introducing digital private money-like claims, payment systems are undergoing
significant changes.



Do banks have incentives to provide a more efficient payment system? Why aren’t they
already moving ahead on their own?

It is certainly possible to develop a more modern, interoperable and efficient payment
system based on bank deposits. Consumers and businesses in many nations, particularly
the United States, are now unable to obtain competitive payment-related services from
their banks. Their principal means of payment - bank deposits — are rewarded with low
interest rates. Furthermore, it is common for US merchants to have to wait more than a
day to receive their money. 3¢

Banks and credit card companies operate in a two-sided market. Merchants pay
significant payment costs on one side of the market. Consumers, on the other hand,
are promised inexpensive direct payment rates and substantial rewards. Most market
participants are effectively locked into the bank-railed system when this two-sided
market is combined with the network effects of a common payment mechanism that is
convenient for consumers to use, making competitor entry difficult. Indeed, as pointed
out in the second Future of Banking report, the greater use of technology comes with
large upfront entry costs and large fixed costs to maintain a competitive advantage in a
market with large network externalities.?’

Banks also stand to gain little by making it easier for their clients to move money around
cheaply or to put it in accounts with competitive interest rates. Instead, they take
advantage of depositors’ loyalty by maintaining ‘walled gardens’ that prevent financial
consumers from shopping around and accessing alternative payment service providers.
At the same time, instant payment systems provide continuous real-time gross settlement
of payments across the economy with settlement finality and quick receiver access to
money. Furthermore, banks in the United States have not fully employed the country’s
Real Time Payment (RTP) system and other options for rapid, interoperable payment
systems. As a result, the Federal Reserve has stepped in with its own real-time payment
system, FedNow, an instant-payment service aimed primarily at banks which is due to
launch in 2024. Even though RTP and FedNow would reduce payment costs and time, it
is unclear by how much they will boost competition and innovation.

Central bank digital currency: Costs and benefits

Central banks have been and are key to the provision of money in both physical and
digital form. The accounts of commercial banks at the central bank are used as the
ultimate means of settlement for most payments by the private sector. The current

36 Disparities in regulation and competition policy in payments are one factor explaining the differences in the competitive
landscape between the US and the EU.
37 See Chapter 4 in Carletti et al. (2020).
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infrastructure relies on commercial banks to provide indirect access to central bank
liquidity via bank deposits. The question arises of whether the central bank should offer
a CBDC to everyone and not just to commercial banks by allowing access to its accounts
to the public.

Four benefits of having a CBDC can be foreseen:

1. Incentivising competition and innovation. Legacy bank-railed payment service
providers, such as banks and card payment networks, may face increased
competition and innovation because of the technology development process. This
process could result in significant long-term improvements, including avoiding
potential monopolisation dangers from private digital money and positive
technological spillovers into the broader digital economy.

2. Protecting the payment system. A CBDC could prevent undesirable forms of
speculative cryptocurrencies from gaining ground in payment systems.

3. Financial inclusion. In many jurisdictions, even in developed economies, there
are important segments of unbanked or underbanked households (for example,
a 2020 study by the US Federal Deposit Insurance Corporation revealed that 7.1
million US households were unbanked).®® It is also known that mobile-based
payment schemes have a considerable effect in jurisdictions where the share of the
population owning a current account is low, such as in Africa.3®

4. Improving the transmission of monetary policy. This could be achieved by
increasing the efficiency of markets with interest rates mirroring central bank
rates, by making real-time measurements of monetary indicators available, and
even by offering an interest rate on CBDC. Yet, all these issues require further
formal research.

The CBDC may come with associated costs and risks:

1. Cyber risks. Operational and cyber resilience is one of the most important aspects
of CBDC architecture. A significant accident or cyberattack might jeopardise
financial stability and result in millions of customers losing money or experiencing
inconveniences. As a result, legislators may feel compelled to intervene more
aggressively, thereby limiting the central bank’s independence. This implies that a
CBDC should not be deployed in a large economy until its operational robustness
is very strong, within the constraints of technology.

38 FDIC (2020).
39 Vives (2019).



2. Bank instability. What is the risk of bank runs in the presence of a CBDC? The
danger is that when bank solvency or liquidity is threatened, depositors may
immediately transfer their funds to the CBDC, hastening a bank run. However,
the risk of unexpected, substantial transfers into CBDC could be minimised with
limitations on CBDC account sizes or transfers to the extent that a CBDC provides
a new, safe option to bank deposits. Indeed, the central bank can introduce a
tiered system of interest rates to limit the amount of disintermediation it creates.
Furthermore, if the central bank is willing to lend reserves to commercial banks
in order to replace the deposits moving away from their balance sheets, the
probability of a bank run should remain the same as without a CBDC.

3. Privacy concerns also represent a challenge to the design of CBDC. Where will
CBDC payment data be stored? Will individual transactions be traceable (as
opposed to cash, where they are not)? We could think of a CBDC for transactions
of small amounts working anonymously like cash, or a CBDC that is more bank
deposits with traceable transactions. The greatest challenge for the design of a
CBDC is how to protect privacy while controlling money laundering and illegal
activities. China has not hesitated to place CBDC payment data in the hands of
its central bank, but personal information stored in centralised databases may
not be acceptable in other jurisdictions. As such, a decentralised approach may
emerge for storing personal data with banks and other private-sector payment
service providers. This two-tiered market structure, however, could become as
inefficient as the current bank-railed payment system if appropriate legislation
for standardisation and interoperability is not implemented and payment service
providers not properly regulated.

It is also worth noting that bank accounts are associated with customer-oriented
services in which the central bank need not have a comparative advantage. These range
from enforcing regulatory requirements (‘know your customer’, anti-money laundering)
to interactions with other banking services such as credit and debit cards or mobile
banking. The private sector has developed an expertise not easily replicated by central
banks, and competition could be required to keep innovation going. Indeed, the private
sector’s innovative power will be required to develop successful CBDC technology, and
this may fade in a centralised structure.

In summary, the costs and benefits of introducing a CBDC are large and will remain
uncertain at least until the design and testing of a full-blown CBDC are much more
developed.
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What are the alternative (or additional) means of payment to CBDC provided by non-
banks?

The introduction of digital private money by technological platforms or other non-
bank firms and disintermediation in the payment system have been labelled as the
‘Uberisation’ of money.#° It might be possible to extend instant payment systems so
that they serve as the infrastructure underlying a CBDC, expanding interoperability,
accessibility and modernising payments. What is less clear is how to engage the private
sector in developing the associated technology. An example are stablecoins, for which
legislation is needed. A crucial aspect may be whether FinTech service providers are
granted access to central bank accounts. To be a substitute for commercial bank deposits,
non-bank entities issuing these digital coins must commit to guarantee the one-for-one
convertibility with public money, in either cash or digital form. The lack of legal eligibility
for non-bank payment providers to access to central bank accounts and liquidity facility
services complicates such a commitment, which threatens to jeopardise the stability of
new digital payments from technological platforms. 4!

The impact of CBDC on bank funding costs and credit issuance: What are the disruptive
effects of CBDC for banks?

There is a debate over whether CBDC or other FinTech payment innovations will impair
credit provision by banks. So far, competitive entry into the payments market has been
difficult, and a protective umbrella of bank regulation further dampens competition.4?
However, the increased money mobility associated with a widely used CBDC would
likely drive banks to compete more actively for deposits, resulting in higher deposit
interest rates. The argument, then, is that as banks are forced to pay higher interest
rates for deposit funding, or turn to more expensive wholesale funding markets, they
would reduce loan volumes. If a bank has higher costs for inputs (i.e., funding), then
it must charge more for its outputs (i.e., loans). However, if digital currencies enter the
market, banks will compete for deposit funding by raising deposit interest rates closer
to wholesale market rates, which, ceteris paribus, should result in an increase in deposit
volumes.#® Credit provision would rise in this case. If the deposit flight is due to stability
concerns because of the safe haven promise of a CBDC, then the central bank can always
compensate it with lender of last resort operations.*4

40 See Carney (2021).

41 This is what led Financial Innovation Now (FIN) - an alliance organisation whose members are Amazon, Apple, Google,
Intuit, Paypal, Square and Stripe - to propose that the Federal Reserve Board keep institutions with non-traditional
federal and innovative business models eligible (see https://financialinnovationnow.org/wp-content/uploads/2021/07/
fin-comment-letter-re-federal-reserve-bank-access-final.pdf).

42 See Chapter 4 in Carletti et al (2020).

43 See, for example, Matutes and Vives (2000).

44  See Vives (2019). Keister and Monnet (2020) argue that with a CBDC the central bank can respond more quickly to a
run and improve financial stability.



While central banks, including the Federal Reserve, have suggested that CBDC and
FinTech payment systems would have a negative influence on credit provision, this
claim does not seem adequately supported by either economic reasoning or empirical
evidence. Banks do not provide unprofitable loans on the basis that they would be able
to recoup their losses by taking advantage of their below-market deposit rates. Note that
the relevant cost for credit provision is the marginal funding cost, and this is typically
dictated by wholesale/interbank markets.*5

Another argument for disruption of bank loan provision in the presence of a CBDC
or private digital money is that the synergy between loans and deposits will be lost.
This argument has merit since the current banking model is founded precisely on the
economies of scope, mostly informational, between deposits and loans. While it is true
that this complementarity should enable banks to compete effectively against non-
bank payment providers who do not have this edge, some new entrants are in fact
informationally savvy due to the large amount of customer data that they possess and
their ability to exploit this data with machine learning techniques.4¢

What are the implications of having different national CBDCs?

The implementation of a CBDC has an international dimension that may disrupt
domestic monetary systems. For example, a digital dollar or a foreign private digital
money that becomes dominant could have an adverse impact on the monetary policy of
small open economies. Major central banks, such as those in China, the United States,
and the euro area, should avoid competing in overseas markets by making their CBDCs
freely available. Instead, central banks should promote the creation of international
accords to protect foreign monetary systems against disruption by another country’s
CBDC (in accordance with G7 principles announced in 2021). China is planning for
cross-border use of the e-CNY, its new CBDC, with other CBDCs - including those of
Thailand, Hong Kong and the United Arab Emirates.

The development of CBDC technology in major jurisdictions will give them an
advantage in influencing international forums that set technical standards and make
intergovernmental agreements for the cross-border use of CBDCs. If CBDC technology
uses public-private partnerships, firms in those jurisdictions could provide payment
technologies in international markets. This may influence, for example, commercial
advantages for Chinese banks in international markets, in part because of US regulations
and sanctions.

45 See Chapter 4 in Vives (2016).

46 See Vives (2019). Piazzesi and Schneider (2022) claim that a CBDC may interfere with the complementarity between
credit lines and deposits. Keister and Sanches (2021) argue that a CBDC that competes with bank deposits may crowd
out them and decrease the investment that banks finance.
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It is indeed possible that the e-CNY could reduce the international dominance of the
US dollar. It has been argued that with the issuance of CBDCs, any national currency
will be as easy to use in cross-border payments as any other, which may erode the
dominance of the dollar. Yet, provided that CBDCs are not interoperable, forming multi-
CBDC arrangements would be required to offset frictions in cross-border transactions.4’
In any case, these concerns are not a good reason to rush to implement a digital dollar
before careful design. The US dollar’s global supremacy is based on the absence of US
impediments to cross-border capital movements, the depth and liquidity of US Treasuries
and other financial instrument markets, the stability of the US legal system, and the
consistency of US monetary and financial policies.

A final consideration relates to the potential links of CBDCs and cross-border payment
systems with the weaponisation of finance. Indeed, the implementation of financial
sanctions, such as those in response to the war in Ukraine, may change the incentives
of different jurisdictions to build structures to bypass the international dollar-based
system.

In conclusion, the design of a CBDC should have as priorities efficient payments,
privacy, interoperability, financial inclusion and monitoring ability for compliance. A
CBDC should be clearly targeted to potential market failures and consideration should be
gtven to whether regulatory and competition policy measures may be more appropriate
instruments to deal with these failures instead of CBDC. In most major economies,
the decision to deploy a CBDC should be delayed until more is known about its costs
and benefits. In small open-market economies, CBDC development should probably be
accelerated. The competitiveness and efficiency of payment systems should be fostered by
easing the entry of FinTech firms in payment services and by developing fast payment
systems to exploit the full potential interoperability of bank-railed payments. The role of
regulation in this respect will be crucial.

1.2 DATA POLICY AND DATA MEASUREMENT

Which are the benefits and costs of firms modern use of data? Is more data and more
information processing capability always good for society? Are there any trade-offs in
terms of economies of scale, market power and income inequality? What about privacy
and efficiency? How should data be measured? And how should financial data be valued?

Data is becoming central to financial services provision, and calls for specific assessments
and related policy recommendations. This is so, for example, because of its use to screen
and monitor potential users (e.g., borrowers) and to enforce claims in case of payment
difficulties or default. Digitalisation enhances the centrality and importance of data. Big
data is mostly about prediction, where the focus of analysis often shifts from causality

47 See Auer et al. (2021) and Eichengreen (2021).



to finding correlations and new patterns. This tendency may bring many benefits,
reducing financial frictions, but also raises issues. Note that the private and social values
of information need not coincide. There are instances where, precisely because of the
progress in information technology, cheap information acquisition tends to induce
excessive acquisition and responses to private information in financial markets.48

The benefits of data improvements

Data has the characteristics of a ‘club good’ - that is, a good that is non-rival (it can be
used by many people without limiting its use by others) and at least partly excludable
(its access can be controlled, for example, by encryption technologies). Data is typically
produced under increasing returns to scale.*® Efficiency gains from the use of data can be
achieved from different angles.

From the supply side (production), firms can make use of data to enhance productivity
via cost optimisation and inventory management systems. This has been fostered by new
technologies such as application programming interfaces (or APIs, standard for data
sharing in open banking) and cloud computing (with multiple uses).

From the demand side (consumption), data allows firms to more accurately infer
consumption preferences and design products that expand the consumption bundle for
households. Demand-side drivers are linked to the greater service expectations of the
mobile consumer generation.

The increasing use of big data in the financial industry fosters competition and improves
the provision of financial services. FinTech lenders are capable of being more efficient
than regulated lenders because of their capacity to process loan applications faster and
more accurately, as well as facilitating financial inclusion. This has spillover effects, with
the potential to cut capital costs of small entrepreneurs. Additionally, FinTech companies
use big data to offer alternative funding sources for consumers and to improve access to
credit for underserved segments and market participants. The use of non-traditional data
by FinTech thus facilitates efficiency gains, as they complement rather than substitute
banks in credit markets.5° For now, the incumbent institutions have originated and
accumulated the most financial data, but it is FinTechs that exploit data more efficiently.
This is reflected in the relative valuations of both types of entities.

The trade-offs in data improvements

The increasing use of consumer data allows for efficiency gains, but it also involves
potential risks in terms of privacy, diminished competition and increased income
inequality.

48 See Pavan et al. (2022).
49 See Goldfarb and Tucker (2019).
50 See Vives (2019).
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Privacy versus efficiency. Firms can operate more efficiently if they can get a hold of
customers’ data, but at the same time they can use it to influence preferences, extract
more consumer surplus with price discrimination and impair the safety of consumers’

information (that is, the risk that it is acquired or used illegally).

A leading example of preference manipulation is the mishandling of data by Facebook
and its exploitation by Cambridge Analytica for electoral purposes. In financial markets,
this raises the prospect of enhancing the biases of investors and consumers to the benefit
of intermediaries. Big data improves firms’ ability to price discriminate and extract more
consumer surplus. Indeed, better information allows firms to attract customers more
easily, to identify their preferences more precisely, and to make specific recommendations
more effectively.!

The effects of advances in information technology, when lenders can price discriminate,
depend on whether this improvement weakens the influence of bank-borrower distance
(be it physical or the distance between borrowers’ characteristics and the expertise of
the intermediary) on monitoring or screening costs. If it does, then bank competition
intensifies since differentiation is diminished, which can improve entrepreneurs’ utility
but reduce banks’ profitability and stability, with an ambiguous total welfare effect.52

Regulators are devoting a lot of attention to data privacy, with the European Union
taking the lead with regulations that display the tension between fostering efficiency and
protecting privacy. The General Data Protection Regulation (GDPR), the most stringent
worldwide, restricts the use of personal data, while the Revised Payment Services
Directive (PSD2) fosters safe data sharing to facilitate competition and innovation. The
regulations aim to strike a balance between the appropriate handling of personal data
and the promotion of data sharing to make the banking market more competitive. A
recurring policy challenge going forward will be discerning settings in which data
sharing is harmful or necessary. In fact, the current legislation in the European Union
introduces an asymmetry between incumbent banks that must share the data of their
clients if they wish so according to the PSD2, and the platforms that are not under a
symmetric obligation under PSD2.5® The proposed Digital Markets Act may balance
those requirements for large platforms that are deemed to be ‘gatekeepers’ for an
important segment of customers.

Efficiency of scale versus competition. Data can also inhibit competition. Firms obtain
data from transactions and returns to scale can be obtained as firms increase size - the
larger the firm’s growth, the more transactions derived and the more data generated.
For example, BigTech platforms can collect massive amounts of data at near zero cost
and expand their activities. Yet, this data feedback loop might create potential problems

51 Bergemann et al. (forthcoming) study the incentives of a data intermediary to keep data disclosure anonymous or
reveal consumer's identities.

52 See Vives and Ye (2021).

53 See Vives (2019).



for competition since, as the firm becomes larger, it might monopolise the market. If
this happens, the efficiency gains may not be passed on to consumers, which could be
detrimental for welfare. The fact is that data growth and efficiency reinforce each other.
However, the use of data with new technologies may also help innovative entrants into
a market. For example, cloud computing reduces initial setup costs for startups, easing
entry.

To evaluate changes in market power, a typical approach is to measure firms’ product
markups. The logic behind this traditional measure (associated with the Lerner index
in industrial organisation analysis) is that if a firm is using monopoly power to extract
consumer surplus, then this should show up as prices above the firm’s marginal cost.
However, markups can give a misleading view of market competition when firms use
data. Data allows both better demand and costs forecasts. Markups capture not just
market competition but also the return to the firm for producing, so they are also a
compensation for risk.

Given the tremendous growth of BigTech platforms, legislators, competition authorities
and regulators around the world are taking aim at their raising market power. An example
is the proposed Digital Markets Act (DMA) in the European Union, which aims to foster
innovation and encourage competition by setting a level playing field for new entrants
and incumbents. It defines the criteria to identify ‘gatekeepers’ to avoid anticompetitive
practices. In the United States, there are parallel initiatives as in China. To identify
platform operators with dominant market positions, China’s State Administration for
Market Regulation issued “Guidelines for Anti-monopoly in the Platform Economy” in
November 2020.

Equality versus efficiency. Returns to scale in data foster productivity, and the higher
marginal product of labour should translate into higher wages. Thus, asymmetries in firm
size might lead to labour income inequalities. New data technologies may also decrease
the labour share of income by replacing human capital. For example, financial workers
in firms adopting AI technologies might keep their wages but be paid a smaller share of
the overall firm revenue. Furthermore, the use of data may raise market concentration
(inequality among firms) because of dynamic economies of scale. For example, the
success of ‘superstar firms’ is correlated with IT adoption.54

Data measurement

Data policy (private or public) requires measurement. There are at least three challenges
to measuring data: most data from firms is not easily observable; the quality of data
matters; and the same data will typically have different values to different agents. To
measure data, several approaches might be considered:

54  See Mihet and Philippon (2019).
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1. Cost and revenue approaches. While these two approaches look similar, they have
some key differences. The cost approach works well when data sets are purchased,
since it measures the buyer’s willingness to own the data. However, it has the risk
of undervaluation since often data is a by-product of economic activity, and there
is no centralised market for data exchange. The revenue approach works if data is
used for one clear purpose but fails when data has many uses in multiple areas of
the firm. It has to take account of risk reduction with risk-adjusted discount rates
to calculate the present value of future cash flows.

2. Choice covariance. The covariance between actions and forecasted events reflects
the value of data. This covariance can be measured if both the agent’s feasible
action set and objective are known. A high covariance reflects high quality of
information (out of data treatment) that agents use to take actions. For example,
in stock markets we can value information by price informativeness, which is a
measure related to the covariance of price and future earnings. If we see that the
price informativeness of value stocks trends upwards while the one for growth
stocks trends downwards, we can infer that data on the former is becoming more
abundant. For bank lending, this methodology needs to be adjusted since the
counterfactual of not extending a loan must be considered. Markups can also be
used as a measure of choice covariance. A multi-product firm can increase profits
by using data to skew their product mix towards high-markup products. Then the
change in the portfolio composition of goods produced by the firm will show up as
a higher firm markup, relative to the average product markup.

3. Revealed preference. Data-gathering expenditures of firms may be either
unquantifiable or confidential, and product portfolio or manufacturing decisions
not observable. Then labour market information on positions and wages may help
in inferring how much data firms would need to make sense of their employment
and remuneration policies. The application of such a methodology in the financial
sector uncovers a large amount of heterogeneity, with a long right tail with a few
firms having a huge stock of data.

Data valuation

Data is an example of an intangible asset, and as such it can be measured. One approach
is to use the ‘q theory’ of investment developed by Tobin, where g is the ratio of the equity
value of the firm to the replacement costs of its assets or book value. Recent evidence finds
that growing investment in intangible assets jointly may account for rising productivity,
weak physical capital investment and increasing industry concentration. Valuing
financial data is possible using asset returns in portfolio selection when it is observable.
A crucial element is to estimate how large forecast errors would have been for an investor
had he known the past values of a data stream in real time in relation to the realised
forecast errors. It is found that differences in investor characteristics account for most
of the variation in data values. The size, wealth, risk tolerance and amount of previous



data of the investor who buys more data influences the value of the data. Indeed, data
that is similar to previously collected data has less value than data that is uncorrelated
with their existing knowledge. The facility to obtain and treat order flow or sentiment
data with tools such as machine learning has been enlarged with technological change.
Indeed, using transaction records or text from finance forums such as Stocktwits may
help in predicting market movements.

In conclusion, data has become central in the modern economy and finance. It presents
challenges for both the strategy of firms and for the regulators, inducing new trade-
offs and the revision of classical ones. Privacy concerns introduce new trade-offs with
efficiency, competition and income inequality. For both the private and public sectors,
the use of data presents the challenge of its measurement. This is no easy task, and
several approaches were explored: cost and revenue measurement, choice covariance
and revealed preference. Finally, data has to be valued and two methods are considered:
intangible capital with Tobin’s q and financial portfolio valuation with sufficient
statistics.

1.3 TECHNOLOGY, DATA, AND TRADING IN SECURITIES MARKETS

What are the consequences of the increasing trade in electronic platforms and of
algorithmic trading? What is the impact on market fragmentation and liquidity? What
is the role of for-profit platform ownership? Is the current market design appropriate for
the electronic environment? Do exchanges have too much market power? Do investors
have appropriate and timely information about market developments? Are there
excessive incentives to trade in dark pools? Is electronification making the market more
unstable? What regulatory changes are needed?

The way security markets share risk and discover asset values has evolved dramatically
because of advances in information technology. Securities trading is increasingly taking
place on electronic platforms run by for-profit companies that use algorithms to match
buyers and sellers, develop innovative pricing schemes and profit from the massive
amount of data generated by platform trading activity. Furthermore, prominent exchange
operators have lately acquired other data companies (e.g., the purchase of Refinitiv by
the London Stock Exchange) and bolstered their links with BigTech (e.g., the Chicago
Mercantile Exchange with Google).

The electronification of trading in security markets

Two trading market structures can be distinguished: (i) multilateral trading, where
final investors can trade directly without the help of intermediaries; and (ii) bilateral
intermediated trading, which can be structured as dealer-to-client (D2C), where clients
bargain trades bilaterally via their brokers with dealers, and dealer-to-dealer (D2D),
where dealers trade bilaterally with each other. Until the late 1990s, fixed income
markets, currencies, repo markets and interbank markets all had this two-tier market
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structure. Electronification has significantly altered the trading process in OTC markets
over the last two decades. Trading using electronic limit order books is becoming more
common in the D2C market and electronic trading techniques have been adopted in the
D2D segment. The result is that electronic trading is becoming more prevalent in OTC
markets, and the distinction between D2D and D2C trading is becoming less pronounced.

The driving forces behind the explosive growth of electronic trading are advancements
in computing and information technology, which have decreased the costs of developing
and operating electronic trading platforms; changes in the regulatory environment (such
as the Markets in Financial Instruments Directive, or MiFID, in 2007 in the European
Union and the Order Handling Rule for US equities in 1997); and the development of
institutional ownership. All these forces have led to an increase in competition among
exchanges.

The consequences of electronification

The electronification of trading in securities markets has several consequences: (i)
increased market fragmentation, (ii) new trading technologies (algorithmic and high
frequency trading), (iii) changes in exchanges’ business models, and (iv) lower search
costs in OTC markets.

Market fragmentation. The introduction of new electronic trading platforms and the
diversity of investors’ trading needs have resulted in a significant increase in market
fragmentation in equities markets (that is, the dispersion of trading across various
venues). Moreover, trading in these markets is split between ‘lit markets’ (electronic limit
order books) with a high level of transparency, and ‘dark trading’ (trading systems without
or with limited pre-trade transparency). Market fragmentation with segmentation is
undesirable. Investors may be segmented because trading platforms deny them access
or because it is too expensive for them to ‘multi-home’ (i.e., to trade in multiple markets).
Cheap multi-homing preserves the benefits of dense market externalities and encourages
competition amongst trading centres and liquidity providers. Various studies suggest
that market fragmentation is beneficial for liquidity if it does not segment investors into
different liquidity pools and that the share of dark trading is not too high.

New trading technologies. Technology has contributed to the automation of (i) order
submission and (ii) standard strategies, including market-making, arbitrage and
directional trading, resulting in an increase in algorithmic trading and high-frequency
trading. Algorithmic trading and high-frequency trading cover a wide range of operations,
some of which benefit investors (e.g., execution algorithms help asset managers lower
transaction costs, and high-frequency market making enhances liquidity) while others
exacerbate informational asymmetries. In electronic limit order markets, ‘latency
arbitrage’ (i.e., reacting very quickly to public information to pick off stale quotes) has
become a major source of adverse selection. Furthermore, sophisticated algorithms can
detect institutional investors’ trades and piggyback on these. As a result of such predatory



activity, the profitability of producing information is reduced, and the informativeness of
securities prices concerning fundamentals falls. One cause of the rise in dark trading in
recent years is the search for solutions to this problem (protection against information
leaking).

Changing the business model of stock exchanges. The entry of new trading platforms and
algorithmic trading has intensified competition for order flow in equity markets, so that
exchanges earn very small fees per share traded. In parallel, market fragmentation and
the growth of automated trading has increased the demand for market data. Exchanges
sell real-time data from their trading platforms, and they provide colocation services that
allow investors to rent space to operate their algorithms near the matching engines of
exchanges. As a trading platform’s proportion of trade volume grows, so do the amount
and quality of market data it generates. It follows that reduced trading fees are a means
of generating trade and of increasing sales of trading (technological) services and data.
Furthermore, exchanges have more pricing power when selling market data, since
market data from different platforms are imperfect substitutes. Market data is becoming
a more important source of revenue for exchanges, and pricing their data has become

contentious.

Lower search costs in OTC markets. Electronification has reduced trading costs in
OTC markets for two reasons. First, it has facilitated the emergence of new types of
participants (high-frequency trading firms and hedge funds) in interdealer markets and
thereby helped dealers to reduce their inventory holding costs. Second, it has intensified
competition between dealers by reducing investors’ search costs and the development
of trading systems that enable investors to solicit quotes from multiple dealers
simultaneously.

Policy issues

All in all, this electronification does not seem to have been detrimental for market
liquidity. Yet, some policy issues arise regarding (i) market power of trading platforms;
(ii) latency arbitrage; (iii) dark trading; and (iv) market stability.

Platform market power. Exchanges enjoy market power over data and connectivity
services.5 The policy debate focuses on the pricing of trading services (the maker/taker
pricing model) and the pricing and distribution of market data by exchanges. When
trades happen, stock exchanges often offer a rebate to liquidity suppliers (makers) and
charge liquidity demanders (‘takers’). The discussion about the economic rationale for
this maker/taker pricing strategy is related to pricing strategies in two-sided markets and

55 Itis worth noting that a consolidation process of exchanges has occurred. For example, even though there are 16
lit stock venues in the United States, 12 of these (accounting for about two-thirds of daily trading) are controlled by
Intercontinental Exchange, Nasdag and CBOE.
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it is still not settled. Given that data from different platforms are not perfect substitutes,
non-competitive prices for data can be sustained, while this is not the case for trading.
This not only raises the cost of trading for investors but also increases informational
asymmetries between those who buy the data and those who don't.

A similar story holds for connectivity services for traders willing to pay the premium access
prices for colocation of their computers close to the exchange. These asymmetries raise
illiquidity and harm price discovery, and open the gate for regulation to improve upon
the market outcome. The free-market solution may deliver either excessive or insufficient
entry of platforms.>¢ Moreover, market fragmentation also results in fragmented data
sources. Yet, a consolidated view of trading conditions is key for investors, be it to route
their orders optimally, to negotiate fair prices, or to check whether their brokers execute
their orders in their best interest (‘best execution’). Nevertheless, there is as yet no
consolidated tape in EU capital markets, not even one providing post-trade information
(despite compelling evidence of the benefit of such a tape in the case of US bond markets).

Latency arbitrage. Empirical findings suggest that the aggregate effect of high-frequency
traders (HFTs) on liquidity is positive. However, they also show that some HFTS’
strategies have negative effects on market quality by raising liquidity suppliers’ adverse
selection costs. Indeed, HFTs obtain very quick access to market data and news feeds,
and they can react to information about upcoming price changes slightly faster than other
market participants (‘latency arbitrage’), generating a negative externality for them. The
advantages of latency arbitrage for price discovery should be minor compared to its costs,
which, apart from adverse selection, consist of the investments to be able to react more
and more quickly to information. Because HFTs do not internalise the effect of their
expenditure on the cost of trading, these investments are likely to be socially excessive.
The policy challenge is to reduce this negative externality without simultaneously
reducing the benefits of high frequency trading because it is difficult to curb the ‘toxic’
types of high-frequency trading without also reducing beneficial types (for example, the
limits on order-to-trade ratios imposed by MiFID2 punish latency arbitrageurs but also
affect liquidity suppliers).

Growth of dark trading. Dark trading in the EU and US equity markets accounts for
almost 50% of the total trading volume. It includes both trading in ‘dark pools’ and
internalisation (i.e., trades executed in-house by dealers). Dark trading helps institutional
investors to manage order exposure and price impacts. However, it can impair liquidity
and price discovery in lit markets. As investors using dark venues have no incentives
to internalise this effect, order flow migration to these venues is likely to be excessive.
A cap on dark pool volume in the European Union in MiFIDz2 has redirected trade to
other types of non-transparent trading. Regulators should be paying equal attention to
the growth of trading in dark pools and internalisation.

56 Cespa and Vives (2022b) study when excessive or insufficient entry of platforms obtains, and when it is better to
regulate platform access rates and when it is better to control the entry of exchanges.



Market stability. Two main new concerns are operational risks and flash crashes (such
as in the US equity market in 2010, the US Treasury market in 2014, the US ETF market
in 2015, or the sterling-dollar market in 2016). Electronification creates new operational
risks for trading platforms due to ill-designed algorithms and cyberattacks, with
potentially systemic effects that require regulatory attention. Flash crashes occur when
liquidity evaporates quickly due to strong liquidity demand and dramatic price swings
over short time intervals, followed by a rapid price rebound. Their causes lie probably in
a combination of market design features, regulation, changing nature of intermediaries
and deeper interconnection of markets.®” Markets have created circuit-breakers that
cease trading in the event of extreme price swings to lessen the impact of such events.
The absence of coordination in these trading halts across markets could magnify rather
than mitigate the effects of the shocks that caused these flash crashes.

The main policy take-aways from our analysis are the following. (i) Trading platforms
have market power regarding data and connectivity, and therefore regulatory scrutiny
is warranted. (it) Given market fragmentation, investors need a consolidated real-time
view of the market; this is particularly the case in the European Union. (iti) Latency
arbitrage raises trading costs by increasing adverse selection, but policy intervention
should be wary of unintended consequences. (iv) Dark trading can be harmful for the
liguidity of lit markets and price discovery, but policy interventions should aim to all
Jorms of dark trading after a careful assessment of trade-offs. (v) To avoid flash crashes,
changes in market design (such as an increased use of periodic batch auctions) should be
considered. (vi) Given increased interconnection of markets, spillovers across markets
of problems in one market (such as a cyberattack, operational failure or flash crash) are
a source of systemic risk. Regulators should identify systemic players and coordinate
action across exchanges (for example, coordinating their circuit-breakers).

57 Cespa and Vives (2022a) trace flash crashes to an informational friction resulting from lack of market transparency that
creates a liquidity externality that induces traders to demand more liquidity precisely when the market becomes less
liquid, fostering in turn market illiquidity.

3

w

INTRODUCTION






CHAPTER 2 \

35

Payment system disruption: Digital
currencies and bank-railed payment
innovation

2.1 INTRODUCTION

With the primary goals of improving the efficiency and inclusiveness of their payment
systems, most central banks are now exploring the development of central bank digital
currencies. Many are also grappling with how to regulate other FinTech payment
approaches, such as stablecoins. In China, private FinTech payment service providers
have been dominating banks for several years, and there are already over 100 million
Chinese consumers with digital wallets for China’s new CBDC, the e-CNY.%® The ECB
has begun a significant CBDC development programme, with a planned decision by 2024
on whether to actually deploy a digital currency.®® The US government is far behind other
major economies in exploring a CBDC. Ironically, the efficiency and inclusiveness of the
US payment system lags those of most developed-market economies.

What are the shortcomings of legacy bank-railed payment systems, why do they
persist, and how should governments, particularly the US government, address these
shortcomings and upgrade their payment systems for the future digital economy? What
are the primary alternative approaches to bringing payment systems into a state of
efficiency and inclusiveness that is commensurate with their important role in the new
digital economy? What is the potential impact on credit provision? This chapter explores
these questions.

For the United States and many other developed-market economies, several policy
avenues should be followed in parallel. It would benefit most central banks to develop the
technology for an effective and secure CBDC - a direct obligation of the central bank that
would, in most cases, be distributed to the public by regulated private-sector payment
service providers, including banks. For many countries, especially the United States,
it is premature to commit to deploying a CBDC. The costs and benefits are large and

58 Source: Mu Changchun, Director of the Digital Currency Institute of the People's Bank of Canada, speaking at a meeting
hosted by the Atlantic Council and IMF on 9 February 2022.
59 Lagarde (2022).
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will remain uncertain until revealed by technology and policy exploration. At the same
time, policymakers should explore the appropriate role and regulation of novel payment
arrangements, increase the reach and interoperability of instant payment systems, and
regulate for greater competition in the bank-railed payment system.

2.2 CENTRAL BANK DIGITAL CURRENCY

Maintaining cybersecurity and privacy for a CBDC while controlling illegal payments
will be a challenging design problem. Without careful engagement of the private sector,
a centralised payment system could also impair innovation. As a single point of failure,
a CBDC could also increase cyber risk. Nevertheless, it seems likely that CBDCs will
ultimately be deployed in most major economies, even including the United States. The
challenging required technology development work should begin now. Current work on
CBDC research and development around the world, active in over 85 countries, is mapped
in Figure 1.

FIGURE 1 CBDC EXPLORATION AROUND THE WORLD

S
Status
= Canceled
= Under development
= |nactive

Launched
= Pilots
= Being researched

Source: Duffie and Economy (2022). Data for the map was retrieved from the Atlantic Council's Central Bank Digital
Currency Tracker.

Developing effective CBDC technology calls for the innovative power of the private sector
and will require significant resources and time, especially given the required feedback
between technology exploration and policy formation. However, this process could
generate large eventual gains, including beneficial technology spillovers to the wider
digital economy. The technology development process may also trigger more competition
and innovation by legacy payment service providers, including banks and card payment
networks.



In May 2021, Lael Brainard, a governor of the US Federal Reserve System, remarked
that the United States should be involved in international discussions of standards
for the design and uses of CBDCs.° China’s central bank, the People’s Bank of China,
has already leveraged its head start with CBDCs by taking an active role in setting out
principles for their international use.®'

Central banks should also prepare strategies for preventing undesirable forms of
cryptocurrencies from gaining undue traction in their payment systems. A CBDC
can play a role here by providing an officially supported substitute. Improving bank-
railed payment efficiency and regulating FinTech entrants to payment service markets
can also reduce the desire for consumers to explore options that are less financially or
operationally resilient. Central banks of small open economies should further consider
the benefit of deflecting invasive foreign digital currencies by ingraining the domestic use
of their own CBDCs.

The ECB has begun a substantial CBDC development effort, with the goal of having a
design ready within several years. As a starting point in the United States, the MIT Digital
Currency Initiative and the Federal Reserve Bank of Boston have made basic research
progress with Project Hamilton,%2 concluding that a digital dollar can be found that
“meets the robust speed, throughput, and fault tolerance requirements of a large retail
payment system”.6® But this is only the first stage of needed technology work. The next
stages of development will require significantly more resources and an implementation
plan that balances privacy against protection from illegal payments and is able to reach
the unbanked. As technology work reveals the feasible design properties of a CBDC,
policy formation can proceed to guide further stages of technology development.

CBDCs could potentially improve financial inclusion. A 2020 study by the Federal Deposit
Insurance Corporation estimated that about 7.1 million US households were unbanked,
and that many others are underbanked.®* Janet Yellen, US Treasury Secretary, stated
that “[tJoo many Americans don’t have access to easy payments systems and banking
accounts, and I think this is something that a digital dollar, a central bank digital
currency, could help with”.6®> However, how CBDCs could improve financial inclusion is
not yet established.

60 Brainard (2021).

61 See Chapter 2 of Duffie and Economy (2022).

62 Federal Reserve Bank of Boston and MIT Digital Currency Initiative (2022).

63 ibid.

64 FDIC (2020); see also Auer et al. (2022).

65 "U.S. Treasury Secretary Janet Yellen on Covid-19 Pandemic, Economic Recovery and More", Dealbook DC Policy Project
video, New York Times, 22 February 2021.
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In Sweden, the use of paper money is disappearing. According to McKinsey data, the
domestic frequency of use of US paper money declined from 51% in 2010 to 28% in
2020.6 With the eventual disappearance or lack of acceptability of paper money, those
without access to electronic payments may become isolated from parts of the economy. A
CBDC could even accelerate this isolation, if not carefully designed, by driving down the
use and accessibility of paper cash as a payment medium. Unbanked and underbanked
households currently rely heavily on paper cash to make payments.

CBDC technology also offers options for more efficient implementation of monetary and
fiscal policy. For example, a CBDC might have permitted much faster dissemination of
Covid-19 relief payments to millions of Americans.%” Central banks might use CBDCs
to improve the transmission of monetary policy by increasing the efficiency of markets
in which interest rates reflect central bank rates, by making available real-time
measurement of monetary variables, and perhaps also by offering an interest rate on
CBDC.5®

2.3 CHALLENGES FOR A CBDC

At this point, it is not clear that deploying a CBDC will ultimately be the best option in
some countries, when considering the alternative avenues for achieving an efficient and
inclusive payment system. The costs and benefits are large and will remain uncertain
until the design and testing of a full-scale CBDC are much further along. In particular,
the technical challenges facing an effective CBDC design have not yet been overcome.
Even the modality of an effective public-private technology development partnership is
not yet clear. Is the best model a traditional procurement contract, a national laboratory,
or something else? The multi-year development time for an effective CBDC only increases
the urgency of an early start, with significant resources.

One of the critical elements of CBDC design is operational and cyber resilience. A major
accident or hack could threaten financial stability and cause losses or inconvenience
for millions of consumers. Legislatures may then feel obliged to step in more actively,
potentially reducing the independence of the central bank. A CBDC should not be
deployed in a major economy until, within the limits of technology, its operational
robustness is extremely high.

Another concern raised about a CBDC is that when risks to bank solvency or liquidity
rise, depositors could quickly shift their funds into the CBDC, accelerating a bank run.
On the other hand, in recent decades it has always been relatively simple for institutional
investors to redeem their bank deposits on short notice of concerns about a bank’s credit

66 McKinsey and Company (2020).
67 Digital Dollar Foundation and Accenture (2020).
68 Bindseil (2020).



quality. The key mitigants to bank-run risk that exist today - deposit insurance and
central bank lending of last resort — will remain in place. To the extent that a CBDC
provides a new, safe alternative to bank deposits, the risk of sudden, large transfers into
CBDC can be controlled with caps on CBDC account sizes or transfers.

The greatest challenge for CBDC designers is protecting privacy while detecting money
laundering and financing terrorism. If there is a central regulator, data will also need
to be protected from cyberattacks and surveillance. China, a special case given its form
of government, has not hesitated to concentrate CBDC payment data in the hands of its
central bank. Centralised databases containing personal information may not be popular
in the United States. Along with a digital dollar, Americans could be given an option
to access the payment system with standardised biometric identities - as deployed for
India’s UPI interoperable payment interface, from which the United States can learn.®®

Alternatively, the United States could opt for the decentralised approach of having
personal data reside with banks and other private-sector payment service providers.
However, without effective regulation for standardisation and interoperability, this two-
tiered market structure could become as clunky as the current bank-railed payment
system. To avoid this, payment service providers should be tightly regulated to ensure
open access, service levels and - importantly - interoperability.”

Another potential downside of a CBDC is that technology innovation could become more
centralised within government - not usually a formula for success. This can be overcome
with carefully designed public-private partnerships.

2.4 MORE OPEN AND COMPETITIVE PRIVATE-SECTOR PAYMENT SYSTEMS

While the underlying technology and effectiveness of CBDCs are being explored, the
official sector can simultaneously aim for more competitive and innovative private-sector
payment systems. Why aren’t banks already moving ahead on their own? In the United
States, banks could implement an effective low-cost payment system, but they have not
done so because of a protective umbrella of regulation, network effects that limit entry,
and profit incentives.

For centuries, Alice has paid Bob by asking her bank to debit her deposit account in
favour of Bob’s account at his bank. This is the most common payment method around
the world today and can be implemented with direct account transfers, credit-card
payments, paper cheques and many other methods. Moreover, banks are generally able

69 D'Silva et al. (2019).
70 Duffie et al. (2021).
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to protect the privacy of their customers while monitoring payments for their legality
(with some notable exceptions). Eventually, commercial bank deposits can be provided in
interoperable ‘tokenised’ forms suitable for smart contracting. A much more advanced,
interoperable and efficient payment system based on bank deposits is certainly feasible.

Currently, however, consumers and businesses in many countries, particularly the
United States, are not getting competitive payment-related services from their banks.
Their primary payment instrument - bank deposits - is compensated with extremely low
interest rates. When wholesale market interest rates rise, consumer bank deposit interest
rates usually stay near zero.” It often takes more than a day for US merchants to receive
their payments, or for consumers to be able to spend their paycheques. According to
McKinsey data, North Americans pay over 2% of their GDP for payment services, more
than in other parts of the world, in particular because of extremely high fees for credit
cards (as illustrated in Figure 2).

FIGURE 2 A BREAKDOWN OF PAYMENT REVENUES BY TYPE
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